Cyber Security Architect

Who we are?
Apromore is a leading provider of open-source solutions for process mining and AI-driven business process improvement. Our vision is to democratize process mining by enabling organizations to achieve digital transparency and operational excellence. We've helped dozens of organizations leverage the potential of their business transactional data to enhance their productivity, product & service quality, and compliance. Our flagship product is the result of award-winning research at The University of Melbourne and several other universities worldwide. Our customers include leading companies in the banking, insurance, healthcare, manufacturing, and government sectors. We are proud of being among the top-25 open-source software products according to InfoWorld (Bossie Awards 2020). To learn more about us, visit https://apromore.com

Who are we looking for?
We’re looking for a highly experienced cyber security architect who’s ready to lead the implementation of relevant security standards and technical solutions to ensure the organisation achieves a strong security posture. At the organisational level, you will design and review relevant security policies and procedures, oversee the implementation of security controls and establish a governance structure for their continued monitoring. At the technical level, you will coordinate work with our cloud engineers and developers to ensure our software meets the highest security standards. You will lead the certification process to security standards such as ISO27001 and SOC2. You will provide specialised and expert security and technical consulting services to all areas of the organisation.

What you will bring to Apromore.
- At least 5-year experience in architecture within cyber/information security or infrastructure/network security areas
- Experience working with industry standards and practices such as ISO27001, SOC2, OWASP, ASD Mitigation Strategies, NIST CSF and ACSC
- Knowledge of privacy policy frameworks such as GDPR, CPRA and/or APPs
- Understanding of security vulnerabilities at the infrastructure and application levels
- Demonstrated pragmatic approach to achieving a security posture
- Tertiary qualification in an IT related field.

What we think the best candidate will possess.
- Ability to work in a fast-paced unstructured customer-centric environment and deliver immediate value
- Ability to prioritise workload and manage expectations under pressure
- Experience in building solid team relationships and leading teams
- Excellent written and oral communication skills; strong organizational skills; ability to manage multiple tasks simultaneously; detail-oriented and team-oriented.

Equity and Diversity.
We are a multi-cultural company committed to equal opportunity in employment and welfare. All qualified candidates will receive consideration for employment.

Job Coordinates.
- Location: Melbourne, Australia.
- Employment type: full-time, continuing.
- Competitive salary.
- Flexible work arrangement, incl. working from home.
- Work rights: Australian permanent residency or citizenship required.

For inquiries on this position, contact us at careers@apromore.com.